Figure 1. A selection of country checklist questions on cybersecurity and
data protection in the Digital Economy Blueprint

CYBERSECURITY DATA PROTECTION

Who regulates cybersecurity in your jurisdiction
(ministry, regulatory body, and so on)? Is there
a single regulatory body that manages all issues
related to cybersecurity or are functions split a
cross institutions?

Who regulates data protection in your jurisdiction
(ministry, regulatory body, and so on)?

Does your country or territory have data protection
laws or regulations

Are there voluntary guidelines and certification
programs that guide industry self-regulation?

If your jurisdiction has a data protection law or
laws, do the ministry/regulatory bodies take a more
general approach to data protection, or are diverse
sectors regulated differently?

Have you engaged with frameworks regulating
cybersecurity at the regional and international level?

Do businesses self-regulate to ensure data
protection? Is there a mechanism to rectify data
breaches publicly?

Have you engaged with frameworks regulating
cybersecurity at the regional and international level?

Have you experienced issues with respect to cross-
border data protection? If so, do you know how they
have been approached?
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